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Housekeeping

• This session qualifies for 1 CPE credit.
• Please make sure you sign in on the sheet. 
• You must complete the survey through the QR code at the end in 

order to receive your CPE certification.
• The survey can be completed using your mobile device. Optional 

paper surveys are available and must be turned in at the 
registration desk.

• Please silence your mobile device during the presentation.
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Introduction

Dennis Guiney
Senior Technical Consultant



Security Overview

Security Contexts for MIP Fund Accounting:

• Windows 

• SQL Server

• Community Brands MIP Application Security
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Windows Security

• NTFS

• Only ‘Administrators’ should have access to files on 
server 

• ‘\MIP SHARE’ should be shared with change permissions 
after MIP Server installation
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Windows Security

• Only ‘MIP Users’ should have access to the share 
(Create a group)

• Backup MIP Share

• Local Admin to install

© JMT Consulting. All rights reserved.



SQL Server Security

• SA account password guarded/retained

• NPSAdmin user

• Creating a custom login with read-only access
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Application Security

• Two types of application security:

1. System Security

2. Organization Security
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Application Security - System

• Not database-specific

• Stored in NPSSQLSYS database

• Administrative-level functions
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Application Security Organization

• Organization-specific

• Menu- and task-level control

• Account level control

• Report security
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User Access / Rights

• First Level : Login Access to a Database

• Second Level : Grant Rights to Administration System Menus

• Third Level : Grant Organization-Specific Rights Within 
Modules

First 
Level

 

Third Level

 

Second  
Level
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Account Level Security

• Grant / Deny a User or Group Access to Chart of 
Accounts Segment(s)
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Audit Tools

•Community Brands MIP Fund Accounting 
Tools
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System Audit Trail in MIP

• Track changes to each of your Databases

• Additions, Edits, Modifications of Users or Groups

• Who Accessed the System
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Summary Org Audit Trail

• Use this form to view and print a log of completed activities for 
the organization in which you are working. This log provides 
detailed information regarding addition, modification, and 
deletion of records. Also, the log provides detailed information 
regarding what sessions have started posting, are posted, or if 
the posting session failed.
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Advanced Org Audit

• Track Additions, 
Deletions, and 
Modifications

• Vendor, Customer, 
or Employee 
records

• Earning, Benefit, 
Leave, Deduction, 
and Worker 
Compensation 
Codes

• Chart of Accounts 
Segments

NOTE: We recommend using the Advanced 
Organization Audit with the Full Version of Microsoft 
SQL Server installed on your Server machine
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Advances Org Audit Trail

• See Previous and Current Values for Fields

• User ID

• Changes Made in the Interface or Directly to the Database
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Alerts

• Modules
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Alerts

• Events
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CPE Credit QR Code

Session Name: Fortifying Your Financial 
Fortress: MIP Security Mastery (3G)
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